Net Protector 'ﬁ'
Mobile Security Premium

(T Av)

Net Protector

Net Protector Research Lab has launched Net Protector Mobile Security
Premium Software for the Android Mobiles.

Smartphones bring the virtual world closer to you wherever you go.
Unfortunately, they also bring along various viruses, malware and spyware
that can threaten your privacy and cause Ineffaceable damage.

So, make your smart phone smarter and safer! with NPAV Mobile Security
Premium version.
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Key Feature List

Scan Device

Scan: It scans install application in your
device and show malicious app if present
in device.

Virus Scan: Useful to clean viruses, worms dialers,

Trojans and other malicious activities from
mobile device and attached SD card

Schedule Scan: You can Schedule Scan of
your device as per your need (Daily / Weekly)

Weak Setting Scan

Developer & USB Debugging option in mobile
is harmful. Any theft / data leak is possible with
permission on your device. This option
scans and disables these weak settings.

Secure QR Scanner

Using this functionality, users can know whether
any URL or data contained in the URL is safe or
unsafe before opening it.

Photo Vault

This feature is used to hide pictures using
a password.

Lock an App

Using this feature you can lock any app. Any
person using same device can not use this
locked app without your permission.
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Update

Provides the Latest Updates of various
threads database.

Apps Usage

Apps Usage shows the summary of the total
time you spend on different app.

Anti-theft

This feature captures image of unauthoried user,
who is tring to unlock your device. He failed
couple of times to unlock it. It also track last
location of the device.

Motion Alarm

his feature plays alarm, if anyone touches / tries
to steal the user's mobile while he is away
from device.

Secure Payment

This feature checks if payment app used
for payment & Network used is Secure or not.

Vulnerable Apps

This feature finds the malicious & unverified
play store apps. These may be harmful to
your device. You can uninstall the malicious apps.



Privacy Control

It is used to check what permissions are used

by apps installed on your device. Some

malicious apps take unnecessary permissions

that which are not needed.

This may cause data leak or spying of your device.

My Account

If a user enables this option, all the hardware
and software-related details of all the devices
associated with the same user will be available
in the same place on the cloud.

Wi-Fi Security

It refers to the measures and protocols used to
protect wireless networks and devices from
unauthorized access, data theft, and cyber threats.

System Information

Feature Comparision

This feature lists hardware and software available
in your device.
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Full Scan
Fast Scan
Schedule Scan
Update Antivirus
Threats Report
System Information
Apps Usage
Secure Payment
Motion Alarm
Weak Setting Scan
Secure QR Scanner
App Manager
Privacy Control
Vulnerable Apps
Lock an App
Anti-Theft
Photo Vault
Duplicate File Fixer
Wi-Fi security
._Safe browsing
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Net Protector

Total Security

Net Protector Antivirus
www.npav.net

Duplicate File Fixer

[t inds all the file that appears more than once
on the device and provides the option to clear
multiple appearances of type of file.

It is also categorized on the basis of file types.
Users are often able to find such files, but it
captures memaory unnecessarily.

App Manager

This feature lists all apps installed by users with
the app size, installation date. Users can
search, share, uninstall the specific app to
optimize memory.

Safe Browsing

It is the practice of protecting yourself from online
threats such as malicious websites, phishing scams,
and harmful downloads by using security tools,
cautious behavior, and privacy measures.

System Requirements

Supported Version of Android

* Android 5.0 and later versions.

Supported Screen Resolutions of Android

 All android screens.

Available on
® Google Play
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